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Question: 1 
 
A customer wants fully autonomous monitoring for their operating systems which are based in a place 
with these restrictions: 
The traditional operating system agents (the knt, klz, and kux agents that monitor the Windows, Linux, 
and UNIX operating environments) cannot be used directly. 
Which statement is true in order to meet the customer's requirements? 
 
A. IBM Tivoli Monitoring (ITM) will not be the right solution because of the relatively large agent 
footprint. 
B. ITM will not be the right solution because Java is required for all ITM agents to operate. 
C. The traditional ITM operating system agents must be configured for Autonomous Mode. 
D. The customer will have to deploy the System Monitor Agents which provide autonomous-only 
monitoring for their operating systems. 
 

Answer: D 
 

Question: 2 
 
What information must be collected in order to plan a Hub Tivoli Enterprise Monitoring Server in an IBM 
Tivoli Monitoring V6.3 (ITM) implementation? 
 
A. The location of the servers to be monitored. 
B. Which applications are running on the monitored servers? 
C. The number of servers and applications monitored by ITM. 
D. How many users are logged into each of the monitored servers? 
 

Answer: C 
 

Question: 3 
 
What are two considerations before installing any IBM Tivoli Monitoring component in an environment 
where a single or multiple firewall(s) exist? (Choose two.) 
 
A. Open only one port on the firewall(s). 
B. Opening as few ports on the firewall(s) as possible. 
C. The existing firewall(s) must be moved and/or uninstalled. 
D. Location of components to be installed relation to existing firewall(s). 
E. If a single or multiple firewall exists then the KDE gateway must be used. 
 



Answer: B, D 
 

Question: 4 
 
Which two pieces of information must be collected in order to select the appropriate monitoring agent? 
(Choose two.) 
 
A. The applications to be monitored. 
B. The firewalls in the company's network. 
C. The size of the data warehouse database. 
D. The operating system of the servers to be monitored. 
E. The operating system of the Tivoli Enterprise Monitoring Server. 
 

Answer: A, D 
 

Question: 5 
 
According to the IBM Tivoli Monitoring V6.3 Installation and Setup Guide, what is the maximum number 
of agents that a remote Tivoli Enterprise Monitoring Server (RTEMS) can handle? 
 
A. 500 
B. 1500 
C. 2500 
D. 3500 
 

Answer: B 
 

Question: 6 
 
When planning to deploy a KDE Gateway, which two IBM Tivoli Monitoring components must be 
configured to add the KDE Gateway configuration? (Choose two.) 
 
A. Warehouse Proxy Agent 
B. Tivoli Enterprise Portal Server 
C. Tivoli Enterprise Monitoring Agent 
D. Tivoli Enterprise Monitoring Server 
E. Summarization and Pruning Agent 
 

Answer: C, D 
 



Question: 7 
 
Which protocol can an agent use to send messages to an event management system when the agent is 
running in Autonomous mode? 
 
A. XML 
B. SSH 
C. SOAP 
D. SNMP 
 

Answer: D 
 

Question: 8 
 
An agentless monitoring server is installed with these active agentless monitor instance types started: 2 
AIX, 2 Linux, 2 Solaris, 2 Windows. What is the maximum number of systems that can be monitored? 
 
A. 8 
B. 80 
C. 800 
D. 8000 
 

Answer: C 
 

Question: 9 
 
Which three database products are supported for the Tivoli Data Warehouse database? (Choose three.) 
 
A. Derby 
B. Oracle 
C. Sybase 
D. MS SQL 
E. IBM DB2 
F. IBM Informix 
 

Answer: B, D, E 
 

Question: 10 
 
A customer must perform trend analysis for future growth. Which product should be included in the 



design? 
 
A. IBM System Director 
B. IBM Tivoli Common Reporting 
C. IBM Tivoli Performance Analyzer 
D. IBM Tivoli Monitoring Agent Builder 
 

Answer: C 
 


