Refer to the exhibit.

Based on the CLI output from FortiGate. which statement is true?

A. FortiGate is configured to pull user groups from FortiClient EMS

B. FortiGate is configured with local user group

C. FortiGate is configured to pull user groups from FortiAuthenticator
D. FortiGate is configured to pull user groups from AD Server.

Refer to the exhibit.

Answer: A

nat 19-30 on Sunday

Based on the settings shown in the exhibit what action will FortiClient take when it detects that a user is

trying to download an infected file?

A. Blocks the infected files as it is downloading

B. Quarantines the infected files and logs all access attempts

C. Sends the infected file to FortiGuard for analysis
D. Allows the infected file to download without scan




Answer: D

Refer to the exhibit.
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Based on the logs shown in the exhibit, why did FortiClient EMS fail to install FortiClient on the
endpoint?

A. Windows firewall is not running

B. Windows installer service is not running
C. Remote registry service is not running
D. Task scheduler service is not running

Answer: D

An administrator installs FortiClient EMS in the enterprise.
Which component is responsible for enforcing endpoint protection in managed mode?

A. FortiClient

B. FortiClient vulnerability scan
C. FortiClient EMS

D. FortiClient EMS database

Answer: A




An administrator deploys a FortiClient installation through the Microsoft AD group policy After
installation is complete all the custom configuration is missing.
What could have caused this problem?

A. The FortiClient exe file is included in the distribution package

B. The FortiClient MST file is missing from the distribution package

C. FortiClient does not have permission to access the distribution package.
D. The FortiClient package is not assigned to the group

Answer: D




